

Boeing NFC Workstation Technology

ECE 445
Design Review




James Kim – Shao-Chi Ou Yang – Neil Misak
TA: Kevin Bassett


March 8, 2013























Table of Contents
1 - Introduction
	1.1 Statement of Purpose
	1.2 Boeing’s Current Situation
	1.3 Benefits of NFC
2-Objectives
	2.1 Goals
	2.2 Functions
	2.3 Benefits
	2.4 Features
3-Design
	3.1 Block Diagrams
	3.2 Block Description-TRF7970A NFC Module
	3.3 Block Description-13.56 MHz Antennas
	3.4 Block Description-ADG904BRUZ Multiplexer
	3.5 Block Description-Arduino Uno Board
	3.6 Block Description-Arduino WiFi shield
4-Requirements and Verification
	4.1 Requirements & Verification
	4.2 Ethical Issues
5-Cost Analysis and Schedule
	5.1 Labor Cost
	5.2 Parts Cost
	5.3 Grand Total
	5.4 Schedule
6-Appendix
	6.1 References & Datasheets
	




1)Introduction

1.1 Statement of Purpose 
Near Field Communication (NFC) is a short-range wireless technology that operates at 13.56 MHz. NFC typically requires a distance of 4cm or less to enable data transfer at rates between 106 to 848 kbit/s. The majority of smartphones in today’s market are equipped with NFC, which allows for pairing with NFC tags or stickers. Boeing wants to evaluate the technical and financial viability of upgrading its legacy system to one equipped with NFC capability. The focus of our project will be to create a “smarter” workbench to demonstrate this technology in a series of vignettes.

1.2 Boeing’s Current Situation 
Boeing is the world’s leading aerospace company and the largest manufacturer of military and commercial aircrafts combined. Due to stringent regulations in the aerospace industry, each and every part, tool, and process during assembly must be recorded. This verification process in Boeing’s factories still consists of mostly barcode or even paper and pencil methods, which is outdated compared to available technology. After our team’s tour of the factory in St. Louis, this was indeed verified. There were bins of parts that had barcodes on the front of the shelf, parts in bags with barcodes on them, and even red ribbons with “Low Stock” on shelves that would manually signify to employees that it was time to order new parts. We believe that NFC can be utilized in a novel system to improve the efficiency and accuracy of assembly. Nevertheless, some advanced technology was indeed already being used throughout the factory. RFID is used to constantly monitor high end parts; large tags are embedded on wings and readers are strategically placed at certain workstations. The goal of our project is not to replace these existing advanced systems, but make further improvements through increased use of digital technologies in the manufacturing process.

1.3 Benefits of NFC
The first benefit of NFC is that the technology is readily available for use in the vast majority of smartphones in today’s market. Smartphones cost a few hundred dollars compared to RFID readers, which cost between $5,000 - ­$10,000.  This means that any employee with a smartphone can instantly become connected to a digital part tracking system for much cheaper than ever before. Smartphones also have more processing power and more capabilities than RFID readers, which can be utilized in a variety of ways in the manufacturing process as well. Despite the fact that smartphones are currently not allowed within Boeing’s factories, we are proceeding with this project assuming that every employee has a smartphone available to them at work. Boeing employees also currently have NFC equipped ID badges, which will be used for identification in this project.
2)Objectives

2.1 Goals
The overall goal of this project is to design a  “Smartbench”  that showcases to Boeing the technical and financial viability of utilizing NFC technology in its assembly process. The use case in focus for our project will be part tracking.  
2.2 Functions
Case 1 Tool Tracking
· ID tools with NFC passive tags
· Write ID numbers to these tags via Arduino NFC Shield (or smartphone)
· Accurately detect the presence or absence of tools on the workbench through 13.56MHz short range antennas
· Log which employee removed the tool and what time the tool was removed
· Transmit this information over Wi-Fi to a backend server database, which creates a real-time check-in/out system for all tools in the factory
	Case 1-2 Part Tracking/Work Order
· ID parts with NFC passive tags
· Write ID numbers to these tags via Arduino NFC Shield (or smartphone)
· Employee brings parts from storage back to his workbench and scans the part with a 13.56MHz antenna
· Log which employee has the part and what workbench he/she has it at
· Transmit this information over Wi-Fi to a backend server database
· Compute whether all the correct parts are present for a given order
· Signify to employee what parts are still needed via interactive app on a smartphone
· Once all parts are present, signify to the employee that it is safe to proceed with assembly
	Case 2 Part Drill and Jig Quality Assurance
· ID jigs with NFC passive tags
· Acquire work instructions/steps from the smartphone from NFC tags
· Visual LED light indications upon correct use of the jig and drill
· Automatically log back-end database
· Error handling upon misuse of drill

2.3 Benefits
· Complete digitization of paper trails with easily accessible databases
· Electronically monitor tools and parts throughout the assembly process
· Greater accuracy and efficiency of work order completion
· Any employee will know if a specific tool is in use at a given time, which maximizes efficiency
· If a tool is not returned to it’s designated place, an alert will be sent out to the employee last responsible for the tool (FOD prevention)
· No need for expensive RFID readers for part verification
2.4 Features
· 13.56 MHz is the operating frequency of the antennas and passive NFC tags
· Expected range is approximately 4 inches between the antennas and tags
· Bit rate between 106 to 848 kbit/s
	Use Case 1
· Backend server will have the following format:

	Tool
	In/Out?
	Employee #
	Time Out
	Time Due Back

	Hammer (#332)
	In
	-
	-
	-

	Wrench (#45)
	Out
	23966
	13:43
	15:43

	Screwdriver (#32)
	Out
	543
	13:23
	14:23



· This information will be available to every employee via a smartphone Android OS app
	Use Case 1-2
Work Order 473
	Part
	Employee
	Workbench
	Time
	Present

	Wing (#235)
	432
	C
	12:10
	Yes

	Blade (#47)
	-
	-
	-
	NO









3) Design

Use Case 1
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CASE 1:
3.1 Block Diagrams
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Schematic:
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3.2 Block Description- TRF7970A NFC Module
This programmable module is a data-framing device for a 13.56 MHz NFC system. Built-in programming such as NFC Peer, NFC reader/writer, or Card Emulation mode offer variety of applications that fit our case studies which require complete handling of ISO 15693, ISO 18000-3, and ISO 14443A/B Protocol.  For the purpose of the FOD case, we will treat this module as a NFC device initiator, where the device acts as a reading device. The transmitting device will use the RF level detector for initial RF collision avoidance. Upon successful pairing, data or commands can be loaded in the FIFO register of the MCU. 
[image: ]
Function Diagrams[image: ]
[9] TRF7970A Evaluation Module User Guide

TRF7079A Module:

·         Receiver: There are two receiver inputs that can be extended using our SMA ports (figure 2). RX_IN1 and RX_IN2 both act receivers, but only the main receiver is used for reception and the latter for signal quality monitoring. The receiver input is composed of an RF envelope detection, first gain and band-pass filtering stage, second gain and filtering stage with automatic gain control. There is also a received signal strength indication (RSSI) stage for the main reception signal for measurement of demodulation. The primary function of the auxiliary receiver is to monitor the RX signal quality by using RSSI. Both values from RX_IN1 and RX_IN2 are measured and stored in the RSSI level register (address 0x0F). The Micro Controller Unit (MCU) will perform logical functions to see if swapping the input signals is preferable or not.
 
·         ISO Protocol Handling: The output of the TRF7970A analog receiver block is a digitized subcarrier signal and is the input to the digital receiver block. This block includes a Protocol Bit Decoder section and the Framing Logic section. Once a serial bit has been coded into a serial bit stream, the framing logic compartmentalizes the bit stream data into formatted bytes. These data stream is then sent into the 128 byte FIFO register for ISO protocol processing at the MCU. Refer to Table 5-5 and 5-6 in the appendix for coding of the ISO Control Register and for RFID Mode.
 
Received Signal Strength Indicator (RSSI): Each receiver path has its own RSSI block to measure the envelope of the demodulated RF signal. The output values of the RSSI can be used to adjust the RX gain settings or decide which RX path (Main or Auxiliary) provides the greater amplitude for signal processing. The internal RSSI module has 7 steps to indicate the level of signal intensity using 3 bits of data with each increment of 4 dB. The operating range is between 600 mVpp and 4.2 Vpp with each step size of approximately 600mV. Bit1 in the Chip Status Control Register (0x00) indicates the existence of RSSI value and the Oscillator Status Register 0x0F, and then the direct command (0x18) from the command logic triggers the internal RSSI measurement.

[image: ]
Transmitter: The transmit power level is determined by bit B4 in the Chip Status Control Register. The selection exists between 100 mW or 200 mW when configured with 5V operation. The length of the modulation pulse is defined by the protocol selected in the ISO control Register. The pulse length can be adjusted between 73.7 ns and 18.8 s in 73.7 ns increments.
 
Serial Interface Communication (SPI) with Slave Select (SS): I/O pins 0,1,2 must be hard wired according to Table 5-9. We intend to use SPI with SS through the Arduino board. For specific handshaking operation, please refer to the appendix or TRF7970A datasheets on page 38.
[image: ]
“Application Schematic – Parallel MCU Interface” received from TRF7970A Datasheet [8].

The figure above shows a sample application schematic for SPI with an SS mode MCU interface. The TRF7970A module is matched to a 50 ohm port, which allows connecting a properly matched 50 ohm antenna circuit.
3.3 Block Description-13.56 MHz Antennas
Three external antennas are used, which correspond to the three separate tool locations on the workbench. The operating frequency of these antennas is 13.56MHz, which is the operating frequency of the passive tags embedded on each of the three tools. These antennas will be created using copper tape and respective matching networks if needed. The copper tape strips will be soldered together to ensure proper connection. Approximately 2mm wide strips of copper tape are placed in an inward spiral rectangular shape on a piece of cardboard, with four loops in total. The dimensions of this antenna are approximately 4cm by 5cm at the widest points. An image of the first antenna we created is seen below (the LED is used for testing purposes):
[image: ]

Antenna Simulation
After meeting with Professor Schutt-Aine and several of his respective graduate students, we decided that the best software to use in simulating our antenna was HFSS (High Frequency Structural Simulator), which is the industry-standard simulation tool for 3-D full-wave electromagnetic field simulation. We constructed a simulated version of our antenna, which is seen below:
[image: ]
As seen above, the exact dimensions of the antenna are easily measured and adjusted using this software. This allows for optimization of our antenna design to ensure maximum power transfer and minimum return loss (S11). The connector at the end of the antenna simulates our coax connection to the Vector Network Analyzer when evaluating and measuring our antenna. This coax connection is shown in better detail below:
[image: ] 
Once our antenna was accurately created in HFSS, we can then run different simulation tests on it. The primary test of concern is calculating the return loss across our desired frequency range. An output of our simulation is shown below (Note: Our antenna is not optimized yet and thus the graph is not a true representation of our ideal return loss)
[image: ]
Instead of creating a matching network for each antenna, we will instead vary the connection point on the antenna trace, which can be easily simulated in HFSS. This works because the impedance of the copper tape varies with length. Once all three antennas are simulated in HFSS, we will then actually create them as stated above using copper tape. These antennas will then be measured using a Vector Network Analyzer to ensure proper performance. Once all three antennas are made to satisfaction, they will be connected to a 4:1 MUX (ADG904).
3.4 Block Description-ADG904
The ADG904 is a 4:1 multiplexer that connects the three antennas to the TRF79708 NFC Module. Since the NFC Module can only communicate with one antenna at a time, it is necessary to use a MUX to toggle between the three respective antennas. The ADG904 has on-board CMOS control logic, which eliminates the need for external control circuitry. The address lines A0, A1, and EN’ determine which of the three inputs are sent to a common output, RFC. EN’ must be set to 0, or else no inputs are sent to RFC. We will only use three inputs, RF1, RF2, and RF3. The truth table for these three inputs is shown below:


	A1
	A0
	EN’
	ON Switch

	X
	X
	1
	NONE

	0
	0
	0
	RF1

	0
	1
	0
	RF2

	1
	0
	0
	RF3






The functional block diagram for this component is below:
[image: ]
TRF7960A RFID Multiplexer Example System [10]
The output of this MUX (RFC) will be connected to the NFC Module.























3.5 Block Description-Arduino Uno Board
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The Arduino Uno is a microcontroller board. It has 14 digital input/output pins (of which 6 can be used as PWM outputs), 6 analog inputs, a 16 MHz ceramic resonator, a USB connection, a power jack, an ICSP header, and a reset button. It contains everything needed to support the microcontroller; simply connect it to a computer with a USB cable or power it with a AC-to-DC adapter or battery to get powered.

	Microcontroller
	ATmega328

	Operating Voltage
	5V

	Input Voltage (recommended)
	7-12V

	Input Voltage (limits)
	6-20V

	Digital I/O Pins
	14 (of which 6 provide PWM output)

	Analog Input Pins
	6

	DC Current per I/O Pin
	40 mA

	DC Current for 3.3V Pin
	50 mA

	Flash Memory
	32 KB (ATmega328) of which 0.5 KB used by bootloader

	SRAM
	2 KB (ATmega328)

	EEPROM
	1 KB (ATmega328)

	Clock Speed
	16 MHz



Inputs and output:
· Serial: 0 (RX) and 1 (TX). Used to receive (RX) and transmit (TX) TTL serial data. These pins are connected to the corresponding pins of the ATmega8U2 USB-to-TTL Serial chip.
· External Interrupts: 2 and 3. These pins can be configured to trigger an interrupt on a low value, a rising or falling edge, or a change in value. See the attachInterrupt() function for details.
· PWM: 3, 5, 6, 9, 10, and 11. Provide 8-bit PWM output with the analogWrite() function.
· SPI: 10 (SS), 11 (MOSI), 12 (MISO), 13 (SCK). These pins support SPI communication using the SPI library.
· LED: 13. There is a built-in LED connected to digital pin 13. When the pin is HIGH value, the LED is on, when the pin is LOW, it's off.
The Uno has 6 analog inputs, labeled A0 through A5, each of which provide 10 bits of resolution (i.e. 1024 different values). By default they measure from ground to 5 volts, though is it possible to change the upper end of their range using the AREF pin and the analogReference() function. Additionally, some pins have specialized functionality:
· Reset. Bring this line LOW to reset the microcontroller. Typically used to add a reset button to shields which block the one on the board.


Connection through SPI:
Block diagram of the SPI on Arduino Board
[image: ]
Arduino Uno Data sheet [1]

We will be using the MISO,MOSI, SCK  and the SS (WiFi) (Pin 10-13) to connect to our NFC module (TRF7970A).
The SPI gives us 16 bits of register to communicate between the board and the NFC module.










Here is our register master-slave interconnection for SPI:
[image: ]
[image: ]
↑ Table of Pin override


3.6 Block Description-Arduino WiFi shield
[image: ]

The Arduino WiFi Shield connects your Arduino to the internet wirelessly. Connect it to your wireless network by following a few simple instructions to start controlling your world through the internet. As always with Arduino, every element of the platform – hardware, software and documentation – is freely available and open-source. This means you can learn exactly how it's made and use its design as the starting point for your own circuits.

· Requires an Arduino board (not included)
· Operating voltage 5V (supplied from the Arduino Board)
· Connection via: 802.11b/g networks
· Encryption types: WEP and WPA2 Persoanl
· Connection with Arduino on SPI port
· on-board micro SD slot
· ICSP headers
· FTDI connection for serial debugging of WiFi shield
· Mini-USB for updating WiFi shield firmware

Connection to the Arduino Board:
The Wifi Shield is designed to be an easy plug and play to the Arduino board. Therefore, to attach them we simply attached the pin with the socketed and stack the Wifi shield on top of the Arduino board.

Connection from the Wifi Shield to TRF7970A(NFC modules):
We will be using pin 10-13 to connect to the TRF7970A using an SPI connection. 
Below is part of the schematic of the wifi shield, the full schematic can be find in the appendix. Pin 10 is the SS for Wifi, pin 11&12 are the MOSI & MISO protocol, and finally pin 13 is the SCK. These 4 pin together forms the SPI connection.
[image: ]
“Arduino Wifi Shield” Schematic received from [4].



Coding of the WiFi Shield and Arduino Board:
- Arduino WiFi shield comes with a folder of pre-existing library. The library includes the firmware for the board, a client and a server source file. 

- The Arduino Board comes with an folder of sources and an existing interface to easily configure the board. 





CASE 2:
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Schematic:
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Drill and Jig verification flow chart:
[image: ]










Sensors:
Force/Touch Sensor:
[bookmark: h.o9maofgnjnmh]Interlink Electronics 24” Long FSR
[image: ]
The FSR force sensor is a robust polymer thick film (PTF) that exhibit a decrease in resistance with increase in force applied to the surface of the sensor. 
Important Characteristic: 
The force sensitivity range goes from ~0.2 N - 20 N. 
The sensor’s rise time is less than 3 microseconds.
The force precision can change due to the weather, which is included in our table below.  
The force act as a resistor to the sensor. Therefore, with a simple voltage divider we can alter the voltage we provided and measure the difference of the voltage output to determine the strength of the force.
[image: ][image: ]Interlink Electronic FSR 400 datasheet [12]

      [image: ]
↑Temperature Table

Connection: 

We will solder the two pin  (Vin and Vout) to the Arduino Uno 5V and IOREF Pin. The data will be collected by the Arduino Uno then send to our Arduino wifi shield for database storage. 

Ultrasonic Range Finder: 
[bookmark: h.jomxa28sk23w]Devantech SRF01 Ultrasonic Range Finder:



[image: ]
The above ultrasonic sensor will indicate the amount of distance between the drill and the sensor to output information about the drilling process. The sensor uses serial I/O interface to connect with our arduino software serial port. The advanced mode of the sensor allows for close proximity sensing from 0cm and above. The sleep mode allows operating current around 55 uA for power conservation. The sensors will receive commands through the arduino board based upon the following commands:
· Command 94 gets returns two bytes (high byte first) from the most recent ranging. Put them together to make a 16-bit result.
· Command 95 gets the status byte.
· Command 96 is used to place the SRF01 in a low power sleep mode.
· Commands 98 & 99 are used to enable/disable Advanced Mode.






4) Requirements and Verification
TRF7970A NFC Module
	 Requirements
	 Verification

	1 TRF7970A NFC Module powers on





2 Operating frequency is at 13.56 MHz ± 7kHz





3 RF field detector must detect 1-3 NFC tags with anti-collision capabilities with less than 1 sec delay





4 TRF7970A NFC Module successfully transmits and receives digital data through CRC & parity bits within 1 bit error (need rate). 





5 RSSI level must be at 3 (2 Vpp) for ISO 14443 standards. 





	1 Make sure that the NFC Module turns on with a 5V power source
a Supply power through pin outs (5V(+-.4V) at Pin 2)
b Connect the module via USB and look for a led light up
2 Check for occurrence of magnetic coupling by using NFC tags at the antenna. Use a network analyzer for frequency sweeping check for operation at 13.56 Mhz +-


3 Use three NFC tags at the same time to be read by the NFC Module. Check the data flow via software or into the 128-byte register using the Altera DE2 board. Check the input time of the data received and gather more than 50 datas to confirm the delay time.

4 Bit B7 of the ISO control register must be 0 at 0x01 for activation of CRC. Set direct command(0x11) from MCU to reader with the Altera DE2 board for transmission with CRC. 



5 Test internal and external RF RSSI by setting the direct command via the Altera DE2 board. The direct commands for external and internal are 0x18 and 0x19 respectively. Voltage should be +2 Vpp nominal. Multimeter on the pin out of rssi 




Arduino Wifi Shield
	 Requirements
	 Verification

	1. Arduino Uno powers on.




2. Arduino Uno is able to communicate with the Arduino Wi-Fi Shield.



3. Create a Wifi network that is detectable within 10 meters





4.. Wifi board received data from Arduino Uno within 1 sec delay

4. Sending the data received to a remote database within 1 sec delay

	 1. Connect the Arduino Uno to a PC via USB. The LED labeled “Power” should light up, indicating that the Arduino Board is communicating with the PC.

2. Connect the Wi-Fi Shield to the Arduino Uno board via pin headers. Connect the Arduino Uno to the PC via USB. The LED on the Wi-Fi Shield should light up.

3.. Open the Arduino Wifi software to check if the wifi network is available and ready to connect within 10 meters.What are we checking, what are the commands, what are the responses


4. Plug the USB port of the Arduino Uno in to computer and check the value presented in the Wifi board software (what is the name of software). Gather 50 datas point to compute and confirm an average delay. 
4. Check database to see if the data is being modified by the wifi board and gather 50 data points to confirm the delay time.                                                             


 
ADG904-R
	 Requirements
	 Verification

	1 1. Ensure that the switch toggles accurately between RF1, RF2, and RF3 within 99% of the time. Accuracy is defined by the corresponding output (RFC) of the multiplexer based on the truth table stated in the block diagram above.
2. Verify that the data being transmitted from RF1, RF2, and RF3 is accurately sent to the output, RFC. Accuracy is defined by being 1 bit error or less 95% of the time.
	 1. Connect a function generator to RF1, RF2, and RF3. We will toggle the address bits (EN’, A0, and A1) and ensure that the corresponding output is the correct one for each truth table scenario. Led or LCD display to verify that the data has been transmitted. 
Isolation?Insertion lost?
2. Use an Altera Board to transmit data over RF1, RF2, and RF3. Vary the address bits to ensure that all three RF ports are working correctly. Check the output bits also using the Altera Board, and compare to the input bits sent into the RF ports.





Back-end Server Database

	 Requirements
	 Verification

	1. Ability to request to retrieve data from certain sensor within 1 sec delay


2. Ability to toggle the ADG904BRUZ multiplexer and retrieve data from different toggles. The data have to be received within 0.3 sec delay.
3. Ability to store and modify the data we collected
	1. Request data from sensor using program we designed and gather at least 50 data point to confirm our delay time. 
2. Request data from different toggle and gather at least 50 data point to confirm our delay time. 


3. Request data from different sensor and check to see if the table or list is sorted like how we programed. 



Devantech SRF01 Ultrasonic Range Finder:
	 Requirements
	 Verification

	1.  SRF01 operates at +5-7V


2. Distance readings must range from 1cm to 50cm and contain less than 1% error.



3. Must be able to switch from standard mode to sleep mode
	1. Check for blinking LED lights that gives the current address. 

2. Read the most recent range reading from 0x5E using the arduino board software. Check at least 50 data point to confirm the error range. 

3. Obtain the status bit by accessing 0x5E with the arduino board. 0 and 1 indicate “transducer locked” and “advanced mode” respectively. Access sleep mode by altering 0x60 and 0x62 for advanced mode. 



FSR Model 408 Force Sensor:

	 Requirements
	 Verification

	1.  FSR operates at +5V at 
6 ± 7kHz

2. Voltage output at a constant when force is not presented. Constant force must be within 1% error.

3. Voltage output alters when force is presented. Voltage output must be within 5% error.

4. Voltage output ranges when different pressure of force is presented. Voltage output must be within 5% error.

	1. Check with a voltage probe/ voltage detector 

2. Read and record the data we got from the Arduino board or use a voltage probe to directly check the voltage. Gather at least 50 data point to confirm % error.
3.Read and record the data we got from the Arduino board or use a voltage probe to directly check the voltage.Gather at least 50 data point to confirm % error.
4. Read and record the data we got from the Arduino board or use a voltage probe to directly check the voltage. Gather at least 50 data point to confirm % error.




NFC passive tool tags
	 Requirements
	 Verification

	1. must be able to communicate with NFC module at a range of 0-4 cm

	1. Read/Write to passive tags using NFC module or smartphone with NFC capability at a range of 0-4 cm.



13.56MHz Antenna
	 Requirements
	 Verification

	1. Ensure that our antenna is able to respond to a NFC Reader.


2. Ensure that the range of our antenna is at least 4cm.



3. The maximum S11 (return loss) value at 13.56MHz should be less than -5dB. 






4. The minimum S11 value should be at 13.56MHz (+/- 7kHz).




5. Ensure that S11 is negative within +/- 0.9MHz  of 13.56MHz.
	1. Place an LED and 72pF capacitor in parallel between the antenna trace. Toggle the NFC enable on a smartphone. The LED will light up if the devices are coupled.
2. Same procedure as 1. Measure the maximum distance between the smartphone and antenna before the LED goes off (indication that the two devices are no longer paired.
3. Use a Vector Network Analyzer in the Communications Laboratory (already granted access by Prof. Schutt-Aine). Using the appropriate cables from the VNA, probe our antenna and measure S parameters. A negative return loss indicates that more power is being transferred than reflected from our antenna.
4. Use HFSS software in Everitt 464 (already granted access). Simulate our antenna using this software to the exact dimensions of our copper tape antenna. Vary the connector location on the copper tape to minimize the S11 value, such that this requirement is met.
5. Connect the antenna to a Vector Network Analyzer. Using a frequency sweep centered on 13.56MHz with a bandwidth of 1.8MHz, ensure that S11 is negative across this frequency range. 





4.2 Tolerance Analysis
13.56 MHz or 27.12 MHZ crystal oscillator: The crystal oscillator must operate at a frequency of 13.56 Mhz plus or minus 20 ppm.  A frequency Analyzer can be used for this tolerance analysis. Analyze the frequency  while changing the temperature range. The oscillator must be functioning at 13.56 MHz. 

4.3 Ethical Issues
We, the members of the IEEE, in recognition of the importance of our technologies in affecting the quality of life throughout the world, and in accepting a personal obligation to our profession, its members and the communities we serve, do hereby commit ourselves to the highest ethical and professional conduct and agree:
1 to accept responsibility in making decisions consistent with the safety, health, and welfare of the public, and to disclose promptly factors that might endanger the public or the environment;
2 to avoid real or perceived conflicts of interest whenever possible, and to disclose them to affected parties when they do exist;
3 to be honest and realistic in stating claims or estimates based on available data;  
4 to reject bribery in all its forms;  
5 to improve the understanding of technology; its appropriate application, and potential consequences;  
6 to maintain and improve our technical competence and to undertake technological tasks for others only if qualified by training or experience, or after full disclosure of pertinent limitations;  
7 to seek, accept, and offer honest criticism of technical work, to acknowledge and correct errors, and to credit properly the contributions of others;  
8 to treat fairly all persons regardless of such factors as race, religion, gender, disability, age, or national origin;  
9 to avoid injuring others, their property, reputation, or employment by false or malicious action;  
10 to assist colleagues and co-workers in their professional development and to support them in following this code of ethics.

5-Cost Analysis and Schedule
5.1 Labor Cost

	
	Hourly Salary
	Hours per Week
	Total Weeks
	Total Hours
	Cost
	Total (Cost*2.5)

	Neil
	$30
	15
	10
	150
	$4,500
	$11,250

	Vincent
	$30
	15
	10
	150
	$4,500
	$11,250

	James
	$30
	15
	10
	150
	$4,500
	$11,250

	Total
	$90
	45
	30
	450
	$13,500
	$33,750






5.2 Parts Cost

	Part
	Quantity
	Unit Cost
	Part Number
	Cost (Note: Prices do not include shipping)

	Arduino Uno
	1
	$30
	R3
	$30

	Arduino Wifi Shield
	1
	$89.95
	N/A
	$89.95

	SP4T RF Switch Evaluation Kit
	1
	$101
	PE42440 Evaluation Kit
	$101

	TRF7960A Evaluation Module
	1
	$99
	TRF7960A

	$99

	Arduino NFC Shield
	1
	$39.99
	Adafruit PN532 NFC/RFID Controller Shield
	$39.99

	MiFare Classic (13.56 MHz) tag assortment-1kb
	1
	$9.95
	ADA365
	$9.95

	13.56 MHz antenna
	3
	$39.95
	DLP-RFID-ANT
	$119.85

	Interlink Force sensor
	2
	$17.95
	FSR-408
RB-Int-04
	$35.90

	Devantech Ultrasonic Range Finder
	4
	$32.95
	SRF01 
RB-Dev-26
	$131.8

	embedded NFC Phone or tablet (ASUS Nexus 7)
	1
	$199.99
	Nexus 7
	$199.99

	Total
	
	
	
	$857.43




	5.3 Grand Total

Parts: $489.74 + Labor: $33750  = $34607.43


	5.4 Schedule

	Week
	Task Description
	Group Members

	7
	Design Review
	Shao-Chi, James, Neil

	8
	Arduino Wifi shield program
	Shao-Chi, James, Neil

	9
	Test basic requirements of all hardware components.
	Shao-Chi, James, Neil

	10
	Spring Break
	Shao-Chi, James, Neil

	11
	Start on case 1. 
	Shao-Chi, James, Neil

	12
	Debug
	Shao-Chi, James, Neil

	13
	Debug
	Shao-Chi, James, Neil

	14
	Debug
	Shao-Chi, James, Neil

	15
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